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Abstract

We propose a novel self-shrinking chaos based pseudo-random num-
ber output algorithm. The result of the analysis shows that the pre-
sented generator ensures a secure way for sending electronic informa-
tion with critical applications in data encryption.
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1 Introduction

Random number generators are physical sources (atmospheric noise, elec-
trical noise, radioactive decay, etc.) that return uniformly distributed and
completely unpredictable values. Truly random numbers are applicable for
a kind of tasks, such as encrypting data, gaming, and experimental design.
Generating random numbers is particularly hard. Pseudo-random genera-
tors are software alternative algorithms to truly random generators. They
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